
 

K.Tejaswi 
 

E-Mail:ktejaswi106@gmail.com 

Mobile: +91-9492433948 

LinkedIn:https://www.linkedin.com/in/tejaswi-k-177105171/ 

Career objective: 

To be a part of the company that indulges professional growth which provides a challenging 

and rewarding career while allowing me to utilize my knowledge and skills for the growth of 

the company. 

Educational Qualification: 

 B.Tech at Sree Vidyankethan Engineering College,Tirupathi (2015-2019) in Electronics 

and Communication Engineering with aggregate of 72% 

 Higher Secondary Education (Intermediate) at Sri Chaitanya Junior College, 

Vijayawada during the year(2013-2015) with an aggregate of 90.2% from the State 

Board. 

 S.S.C (Secondary School Certificate) at Good Shepherd English Medium School, 

Nandyala during the year 2013 with an aggregate of CGPA 9.8 from the Board of  

Secondary Education. 

 

Certifications: 

 Certified Ethical Hacker (CEH) 

 Certified by EC-Council Ref No:ECC7693250148 

 

Core Competencies: 

 Information Gathering of website using Recon-ng , Maltego OSINT and some  

other Automated tools 

 Network Scanning using  Nmap, Netstat, Nikto, OpenVAS, Fierce, WPScan, Wireshark 

  Experience in Vulnerability Testing using Nessus, Burp suite,  Sql map, Netsparker,     

      Owasp, BeEf 

 Using Metasploit Framework exploitation of windows or websites 

 Knowledge in OWASP Vulnerabilities SQL Injection, Cross Site Scripting,Cross Site 
Request Forgery, Broken Authentication, File Upload, Local and Remote file inclusion 
,Sensitive Data Exposure, Command execution, Source Code Review Assessment 

mailto:ktejaswi106@gmail.com
https://www.linkedin.com/in/tejaswi-k-177105171/


 Hands on experience in Vulnerability Testing in Metasploitable, bWAPP, Hack the Box 

 Working on bugbounty programs Bugcrowd, Hackerone and Responsible  

Disclosure Programs 

 Basic Knowledge on SIEM tools like IBM QRadar, Alien Vault, Splunk 

 Knowledge of network and web related protocals(eg.TCP/IP, UDP, HTTPS,HTTP) 

 Tracking new Vulnerabilities and analyzing the website using ASVS in different  

Domains 

 Preparing Detailed documentation of websites on Vulnerability assessment  

And penetration testing 

 

             Linux System Administration: 

 Knowledge on Linux Commands 

 File Permissions Partition Management, Package Management 

              Programming Languages 

 Basic Knowledge in C and Python 

 

  Technical Trainings: 

 Training in Redhat Linux at Entersoftlabs 

 Training in CEH at Entersoft It Solutions Labs Pvt. Ltd. 

 Offensive  Approach to hunt bugs & Offensive Bug Bounty Hunter 2.0 from 

     Hackersera University 

 

Professional Experience: 

 Internship on Ethical Hacking & Cyber security from Hackers Daddy & CyberHakz 

1. Performed challenges in finding the details using images 

2. Penetration testing on websites 

 

 Company Name: Cynorsense Solutions Pvt Ltd  

Period: Aug-2020 – Dec-2020 

Role: Security Analyst 

Responsibilities: 

1. Performed Penetration testing on websites using Manual and Automated testing 

2. Explore on Burpsuite, Netsparker, Nessus to perform Penetration testing 

  3. Detail Analysis of Vulnerabilities  

4. Document on penetration testing of Complete Website 

  



5. Complete website on Owasp Application Security Verification Standard Project 

6. Reported Broken Authentication, CSRF, Injection Vulnerabilities, Access  

Control, Sensitive Data Exposure, IDOR 

 Company Name: Bugcrowd, Hackerone 

Period: Jan-2018 – Present 

Role: Security Researcher 

 Responsibilities: 

1. Performed attacks on some websites and able to get vulnerabilities 

2. Submitted   many vulnerabilities with valid POC 

3. Performed penetration testing on many private invites 

 
Co-Curricular Activities: 

 Participated in Technical Entrepreneurship Program from ISB(2018-

2019), Hyderabad 

 Used to be a core member in Start-Up Company “Migobucks” which is based on 

E-Commerce, Marketing and Loyalty Program (2017-2019) 

 Writing blogs in a “MEDIUM” platform regarding technical and general  topics 

(https://medium.com/@tejublogger) 

 Participated in various Webinars like Bsides , National cyber security events 

 on  Penetration testing 

 Attended HUMLA meet on Web Application Penetration Testing by NULL open 

source organization 

 Attending Monthly NULL meets and Cyber Conferences. 

Personal Traits: 

 Adaptability to any situation 

 Able to build good relations and work in a team 

 Loyal and Discreet (Maintain Confidentiality) 

 Desire to learn new things 

 

Place:  K.Tejaswi 

Date: 
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